Home
Upon accessing Logpresso Sonar, the home screen, which consists of the security status, is displayed by default as shown below. This screen contains only publicly available information received from the ISAC service, allowing users to view the same screen without logging in.
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The home menu will be activated once the ISAC key is registered. Please configure your network security policy to allow the Logpresso Sonar server to connect to the ISAC service.
The components of the screen are as follows:
Alert Level
Displays the cyber threat alert level provided by the Korea Internet & Security Agency. The alert level changes based on the emergence of high-risk worms, malware, vulnerabilities, or political and military crises both domestically and internationally.
Advisories
Displays a list of security advisories distributed by the Korea Internet & Security Agency. This primarily includes recommendations regarding significant vulnerability updates and guidance on response measures in the event of large-scale attacks. Clicking on each title opens a new window displaying detailed security advisories from the KRCERT site.
Global Attack Status
Collects attacker IPs attempting widespread attacks globally and displays statistics on threat countries. The statistics are based on threat information collected by the ISAC service. Hovering the mouse cursor over the map displays the statistical figures for the respective country, and using the mouse wheel allows for zooming in and out of the map.
Exploits
Provides information on recently registered exploits. The list is based on the exploit feeds collected by the ISAC service. Clicking on the title opens a new window that directs to the Exploit Database for detailed information.
Security Advisories
Provides information on recently registered vulnerabilities. The list is based on the vulnerability feeds collected by the ISAC service. Clicking on the title opens a new window that directs to the SecLists.Org for detailed information.
Security News
Provides the latest registered security news. The list is based on news feeds collected by the ISAC service. Clicking on the title opens a new window that directs to the Security News site for detailed information.
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[webapps] SOPlanning 1.52.01 (Simple Online...
[webapps] reNgine 2.2.0 - Command Injection...
[webapps] openSIS 9.1 - SQLi (Authenticated)
[webapps] dizqueTV 1.5.3 - Remote Code Exe...
[webapps] NoteMark < 0.13.0 - Stored XSS
[webapps] Gitea 1.22.0 - Stored XSS

[webapps] Invesalius3 - Remote Code Executi...
[dos] Windows TCP/IP - RCE Checker and De...

[webapps] Aurba 501 - Authenticated RCE
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[KIS-2024-07] GFI Kerio Control <= 9.4.5 Multi...
RansomLordNG - anti-ransomware exploit tool
APPLE-SA-12-11-2024-9 Safari 18.2
APPLE-SA-12-11-2024-8 vision0S 2.2
APPLE-SA-12-11-2024-7 tvOS 18.2
APPLE-SA-12-11-2024-6 watchOS 11.2
APPLE-SA-12-11-2024-5 macOS Ventura 13.7.2
APPLE-SA-12-11-2024-4 macOS Sonoma 14....

APPLE-SA-12-11-2024-3 macOS Sequoia 15.2

A

ATEMT ‘HZEAE Jto|=2tel 2.00f 7|8kst SaaS AHE 2ot 2t M2l FA|

2025 AOSH9I8 FHYSHLL. B4 Al 98 U NEFACIER S 8= ALY 9.

3
+
o
-3
oL

AL 1074, 53 ALO| 3H2 ofs| HrTIgE

oy
oo

siolel, 38 BEAD L20|N % 2497 HoFE 932
OIAEAIFRIE], 'YoF, Th LS HE ST B2t X BA
ATEYT HZERAE THo|S2t0l 2.00] 7|3t Saas AFS ot 22t Fe HIA

HE|0| MYBH 2025 TR AfO|H FS 2AH?




