### パスワード認証

ユーザーアカウントとパスワードを検証します。本APIはテナント管理者以上の権限が必要です。

#### HTTPリクエスト

POST /api/sonar/verify-password

cURL例

curl -H "Authorization: Bearer <API\_KEY>" \ -d login=gildong \ -d password=PASSWORD \ -X POST \ https://HOSTNAME/api/sonar/verify-password

リクエストパラメータ

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| キー | 必須 | 型 | 説明 | 備考 |
| login | ○ | 文字列 | ユーザーアカウント名 | 最大255文字 |
| password | ○ | 文字列 | パスワード |  |

#### 正常レスポンス

{ "status": "ok"}

#### エラーレスポンス

必須パラメータが不足している場合

HTTPステータスコード 400 のレスポンス

{ "error\_code": "null-argument", "error\_msg": "login should be not null"}

アカウントが存在しない場合

HTTPステータスコード 200 のレスポンス

{ "status": "error", "reason": "user-not-found"}

パスワードが一致しない場合

HTTPステータスコード 200 のレスポンス

{ "status": "error", "reason": "password-mismatch"}

認証APIの利用権限がない場合

HTTPステータスコード 500 のレスポンス

{ "error\_code": "illegal-state", "error\_msg": "no-permission"}